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Begriissung durch Prof. Dr. Patrick Krauskopf und Dr. Rolf Raum

Die Konferenz startete mit der Begrissung durch den Institutsvorsitzenden Dr. Rolf Raum und
Prof. Dr. Patrick Krauskopf, die alle Teilnehmenden sowie Speakerinnen und Speaker herzlich willkom-
men hiessen. Dabei betonten sie die Bedeutung des Themas Compliance fir die Praxis. Die Er6ffnung
setzte den Rahmen fir die folgenden Vortrage und Diskussionen und unterstrich die Relevanz empiri-
scher Forschung fiir die Umsetzung in der Praxis.

Alle in diesem Bericht wiedergegebenen Aussagen und Ausfiihrungen erfolgen ausschliesslich in priva-
ter Funktion und stellen persénliche Meinungen dar. Sie sind nicht als offizielle Stellungnahmen des
jeweiligen Berufs, Unternehmens oder der Behorde zu verstehen.

Einstiegsreferat lic. iur. Samantha Fedeli «Compliance — einfach... genial»

Samantha Fedeli stieg damit in die Konferenz ein, «dass Compliance keine Raketenwissenschaft ist»,
sie misse einfach, praktikabel und alltagstauglich gestaltet werden. Komplexitat entstehe haufig unno-
tig, insbesondere in gewissen Rechtskulturen. Ihr Anliegen ist es, Compliance zuganglich zu machen
und ihre Bedeutung als Schutzfunktion fir Unternehmen wie fiir Mitarbeitende sichtbar zu machen.

Fedeli blickt auf rund 15 Jahre Erfahrung zuriick und stellte fest, dass die Regulierung stark zugenom-
men hat, insbesondere fiir kleine und mittlere Unternehmen, die sich oft schwertun, die Anforderun-
gen umzusetzen. Gerade deshalb brauche es einfache, aber wirksame Ansétze.

Im Kern gehe es bei Compliance um Risiken und Pravention. Unternehmen dirften und missten Risiken
eingehen, aber innerhalb klarer Grenzen. Compliance unterstiitze dabei, gesetzliche Vorgaben, interne
Regeln und ethische Standards einzuhalten. Mit dem wachsenden Fokus auf ESG erhielten ethische
Aspekte zusatzliches Gewicht. Richtig umgesetzt starkt Compliance die Rechtssicherheit, das Vertrauen
der Stakeholder und die Wettbewerbsfahigkeit, besonders fir Schweizer Unternehmen, die internati-
onal tatig sind. Zudem schiitzt sie vor rechtlichen Konsequenzen und hohen finanziellen Schaden.

Fedeli hob drei zentrale Erfolgsfaktoren hervor:

1. Klarheit der Regeln: Sie miissen zum Unternehmen passen und pragmatisch anwendbar sein.

2. Einbindung der Mitarbeitenden und Flhrungskrafte: Fihrungspersonen sind zentrale Multipli-
katoren. Werden Compliance-Ziele in deren Verantwortung verankert, steigt die Wirksamkeit
erheblich.

3. Vertrauenskanale und Speak-Up-Kultur: Hinweisgebersysteme seien essenziell. Mitarbeitende
miissen ohne Angst vor Sanktionen Missstande offen ansprechen kénnen. Nur so entsteht eine
Kultur, in der «rosarote Elefanten» nicht ignoriert, sondern proaktiv adressiert werden.

Abschliessend hob Samantha Fedeli die Wichtigkeit hervor, dass jedes Unternehmen (iber Compliance
sprechen misse: Sie schiitzt, starkt und rechnet sich langfristig immer. Gleichzeitig ist Compliance ein
kontinuierlicher Verbesserungsprozess, der standiges Hinterfragen und Weiterentwickeln verlangt, ver-
gleichbar mit einem Sicherheitsgurt: «den man hoffentlich nie braucht, aber dennoch unverzichtbar
ist».

Flr die Unterlagen zum Inputreferat besuchen Sie unsere Webseite icw-dach.com (Konferenzen > Kon-
ferenzen 2025 > 5. Konferenz Ziirich 05.11.2025 > Powerpoint-Prasentation Samantha Fedeli).




Zweites Inputreferat von Prof. Dr. J6rn Basel «Compliance-check mittels KI — Easier said than done?»

In seinem Inputreferat widmete sich Prof. Dr. J6rn Basel der Frage, inwiefern praventive Compliance-
Arbeit durch einen Kl erleichtert werden kann. Zur Verdeutlichung fiihrte er mit einem kurzen Vide-
obeispiel in das Thema ein: Die Teilnehmenden sollten sich in die Rolle von Compliance-Verantwortli-
chen versetzen und prifen, ob das gezeigte Werbe-Video, einer internen Freigabe standhalten wirde.
Die Zusammenarbeit zwischen Unternehmen und Influencerinnen und Influencer kann problematisch
sein, da Content Creator Externe sind, die sich auch an die ethischen Standards des Unternehmens zu
halten haben. Nun stellte er die Frage, wie sichergestellt werden kann, dass Compliance Richtlinien
auch hier eingehalten werden und ob es Kl-gestiitzte Tools gibt, die prifen, ob so ein Video in den
ethischen Rahmenbedingungen des Unternehmens fallt.

Im Anschluss wurde diskutiert, inwieweit technische Losungen, insbesondere Kl-gestlitzte Bewertungs-
tools, Unternehmen kiinftig bei der Prifung von Werbe- und Kommunikationsinhalten unterstitzen
konnen. Prof. Dr. Basel betonte, dass die Kombination aus rechtlichen Standards, klaren Kriterien und
maschineller Auswertung durchaus Potenzial biete, allerdings nur als Ergdnzung menschlicher Exper-
tise: «Kl sollte ein Sparringspartner sein: flankierend, nicht substituierend.» Eine vollstandige Automa-
tisierung sei weder realistisch noch wiinschenswert.

Besondere Aufmerksambkeit erhielt die Frage, wie sich der Einsatz solcher Tools auf die Kompetenzent-
wicklung von Influencern und Mitarbeitenden auswirkt. Mehrere Teilnehmende dusserten die Sorge,
dass die ausschliessliche Optimierung von Inhalten ,,bis das Tool auf Griin springt” langfristig zu einem
Verlust kritischen Denkens fiihren kdnnte. Prof. Dr. Basel bestatigte diese Beflirchtungen und verwies
auf dhnliche Diskussionen in der Hochschullehre, wo bereits beobachtet werde, dass Studierende
durch Kl-gestitzte Systeme grundlegende Reflexions- und Transferfahigkeiten verlieren kénnten. Der
gleiche Effekt drohe im Compliance-Umfeld, wenn Verantwortliche Entscheidungen zunehmend an Al-
gorithmen delegierten.

Basel pladierte dafiir, Kl-basierte Systeme ausschliesslich als Unterstiitzung einzusetzen: als zusatzliche
Perspektive, die ein Vier-Augen-Prinzip erweitert, aber niemals ersetzt. Die Entscheidungs- und Denk-
verantwortung musse klar bei den Menschen bleiben. Nur so lasse sich verhindern, dass Lern- und
Verantwortungsprozesse verflachen und dass Compliance in Zukunft auf automatisierte Routineprii-
fungen reduziert wird.

Paneldiskussion: «Compliance und Whistleblowing unter der Lupe der Empirie» mit Mona Fahmy,
Prof. Dr. Christian Hauser und Prof. Dr. Stefan Hunziker, moderiert von Prof. Dr. Patrick Krauskopf

In der ersten Paneldiskussion standen zwei Studien im Fokus, der Whistleblowing Report 2025 und
Return on Compliance. Prof. Dr. Hauser und Prof. Dr. Hunziker stellten die Studien jeweils kurz vor und
Mona Fahmy, Expertin in Economic Crime Investigation und ehemalige Investigativjournalistin, stellte
daraufhin wichtige und kritische Fragen.

Whistleblowing Report

Prof. Dr. Christian Hauser stellte zu Beginn, den im September veroffentlichten Whistleblowing Report
vor. Dabei prasentierte er die Ergebnisse der internationalen Vergleichsstudie. Wahrend sich die wis-
senschaftliche Diskussion hadufig darauf konzentriert, warum Individuen zu Whistleblowern werden, ein
Thema, das eher in der Wirtschaftspsychologie verortet ist, richtet sich dieser Forschungsstrang auf die
organisatorische Ebene: Wie setzen Unternehmen Hinweisgeber- und Beschwerdemechanismen prak-
tisch um, und welche Wirkung entfalten diese Systeme?




In der Studie wurden insgesamt 2°200 Unternehmen in sieben Landern befragt. Etwa ein Drittel der
befragten Unternehmen zahlt zu den KMU, zwei Drittel zu Grossunternehmen. Die Untersuchung zeigt,
dass Meldestellen und externe Beschwerdekanale in vielen Landern mittlerweile weit verbreitet sind.
Rund zwei Drittel der Unternehmen verfligen Uber entsprechende Strukturen, wobei haufig sowohl
interne Meldestellen als auch externe Beschwerdesysteme parallel existieren. Besonders frith war hier
die Schweiz, deren Finanzindustrie massgeblich zur Etablierung professioneller Whistleblowing-Kanile
beigetragen hat.

Auffallig ist jedoch, dass Schweizer Unternehmen im internationalen Vergleich an Dynamik verlieren.
Wahrend sie bei friheren Erhebungen in mehreren Bereichen fiihrend waren, liegen sie heute beim
Anteil relevanter Meldungen im Mittelfeld. Zudem ist der Anteil als missbrauchlich eingestufter Falle
gestiegen. Eine Entwicklung, die Prof. Dr. Hauser selbst Gberraschte, da die Schweiz (iber Jahre hinweg
konstant die niedrigsten Werte aufwies. Trotzdem kdnne man nicht davon ausgehen, dass die Mdoglich-
keit anonymer Meldungen zu mehr missbrduchlichen Hinweisen fiihrt, was ein haufig gedussertes, je-
doch empirisch unbegriindetes Vorurteil ist.

Prof. Dr. Hauser warnte davor, diese Entwicklung vorschnell zu (iberinterpretieren. Da es sich nicht um
eine Panel-Studie handelt, lassen sich die Ergebnisse nicht direkt 1:1 vergleichen. Dennoch spricht er
von einem klaren Trend: Unternehmen in der Schweiz scheinen ihre Meldesysteme weniger aktiv zu
pflegen als friiher. Dies kénne die Qualitat und Relevanz der eingehenden Hinweise beeintrachtigen.

Er stellte daher die Frage in den Raum, ob strukturelle Aspekte, wie nachlassende Kommunikation,
mangelnde Schulung oder reduzierte Pflege der Systeme, zu diesem Riickgang beitragen konnten. Die
Dringlichkeit weiterer Forschung sei offensichtlich, insbesondere um zu verstehen, ob kulturelle oder
organisatorische Verdanderungen hinter diesen Entwicklungen stehen.

Mona Fahmy &dusserte sich positiv zum Report, er leiste einen wichtigen Beitrag zur Compliance-Pra-
vention und liefert Vergleichszahlen. Die Studie gebe Frihwarnsystemen und Hinweisgeberschutz neue
Substanz und zeige den Nutzen von Meldestellen auf. Trotzdem stellte sie kritische, aber wichtige, Fra-
gen: Wie wurde Uberpriift, ob Missstande korrekt erfasst wurden und ob Missbrauch oder Fehlinter-
pretationen vorliegen? Fahmy fragt, ob Unternehmensangaben verlasslich sind, ob Missstande even-
tuell unvollsténdig erfasst wurden und ob missbrauchliche Meldungen moglicherweise Uiberinterpre-
tiert wurden. Prof. Dr. Hauser antwortete, dass die Studie klare Aussagen zur Missbrauchsquote liefert.
Es gibt keinen empirischen Zusammenhang zwischen anonymen Meldungen und Missbrauch: «Wir ha-
ben in keiner unserer Studien einen Zusammenhang zwischen anonymen Meldungen und einer héhe-
ren Missbrauchsquote gefunden.». Die Schweiz weist erstmals einen deutlichen Anstieg missbrauchli-
cher Fille auf, liegt aber weiterhin im niedrigeren Bereich. Die Ursache ist nicht auf Uberinterpretatio-
nen der Befragten zurlickzufiihren, sondern deutet eher auf organisatorische Griinde, z. B. Systeme
werden weniger gepflegt, Verantwortlichkeiten werden nicht mehr so aktiv wahrgenommen, der Be-
trieb der Meldestellen verliert an Dynamik. Weiter fragt Mona Fahmy: «Hinken Schweizer Unterneh-
men wirklich hinterher oder liegen kulturelle Unterschiede oder fehlerhafte Interpretationen zu-
grunde?» Laut Hauser habe die Schweiz in friiheren Erhebungen gefiihrt, verlor aber jetzt deutlich an
Dynamik. Die Rickgange sind wahrscheinlich nicht kulturell bedingt, da die Befragten zuvor tber Jahre
hinweg konsistente Werte ablieferten. Die plausibelste Erklarung sei organisatorisch: ,,...dass diese Sys-
teme mittlerweile doch auch weniger gepflegt werden als friiher.” Ein kultureller Erklarungsansatz wird
somit eher ausgeschlossen.

Zum Schluss stellt Fahmy die Frage in die Runde, welche Bedeutung Anonymitét fir die Qualitdt und
Nutzung von Meldungen habe. Die Panelistin zweifelte, ob Mitarbeitende sich tatsachlich trauen, Miss-
stande offen zu melden, und fragt nach Qualitatskriterien flir anonyme Hinweise. Die Studie zeige aber,




dass Anonymitat wichtig ist, aber nicht problematisch. Anonyme Kanale flihren nicht zu mehr Miss-
brauch. Die Schweiz liegt bei der Moglichkeit anonymer Meldungen im Durchschnitt der untersuchten
Lander und die Aussagekraft der Meldungen hangt nicht davon ab, ob sie anonym erfolgen.

Return on Compliance

Die Frage nach dem messbaren Wert von Compliance fiir Unternehmen gehdrt zu den zentralen, bisher
jedoch wenig empirisch untersuchten Themen im Bereich Unternehmensfiihrung. Die Studie Return on
Compliance hat diese Liicke adressiert, indem sie systematisch untersucht, ob und wie Compliance ei-
nen messbaren Beitrag zum Unternehmenserfolg leistet.

Die Ausgangslage war eindeutig: Unternehmen investieren heute historisch hohe Summen in Compli-
ance, doch empirisch konnte bisher nicht gezeigt werden, ob diese Ausgaben tatsachlich einen Return
erzeugen. Formale Compliance-Massnahmen wie Policies, Regeln oder Dokumentationen allein rei-
chen offenbar nicht aus, um messbare Effekte zu erzielen. Ziel der Studie war daher, die Wirksamkeit
von Compliance empirisch zu prifen und die zentralen Treiber fiir erfolgreichen Compliance-Einsatz zu
identifizieren.

Die Ergebnisse zeigen klar, dass es drei entscheidende Erfolgsfaktoren fiir Compliance gibt, die nicht
kompensierbar sind:

1. Compliance muss einen Sitzam Entscheidungstisch haben, also aktiv und friihzeitig in Entschei-
dungsprozesse eingebunden sein.

2. Die systemische Compliance-Kompetenz ist entscheidend, sowohl auf Seiten des Manage-
ments als auch der Compliance-Abteilungen.

3. Die Anpassungsfahigkeit spielt eine zentrale Rolle: Compliance muss in der Lage sein, schnell
auf externe regulatorische Anderungen sowie interne Anpassungen von Geschiftsmodellen
und Strategien zu reagieren.

Darliber hinaus konnten weitere relevante Faktoren identifiziert werden, die den Erfolg von Compli-
ance unterstitzen, aber weniger stark wirken. Dazu gehoren Legitimitat und soziale Sicherheit inner-
halb des Unternehmens sowie die Unternehmenskultur. Formalistische Compliance-Massnahmen al-
lein, also das Vorhandensein von Regeln oder Dokumentationen, reichen hingegen nicht aus, um das
Verhalten von Mitarbeitenden nachhaltig zu verandern.

Die Studie liefert damit wichtige Implikationen fiir die Praxis: Compliance sollte nicht als formale Pflicht-
aufgabe verstanden werden, sondern als strategischer Erfolgsfaktor, der aktiv in Entscheidungen ein-
gebunden ist. Investitionen in Compliance zahlen sich insbesondere dann aus, wenn sie Kompetenz,
Einfluss und Anpassungsfahigkeit fordern. Auf Grundlage der Ergebnisse wurde zudem ein praxisnahes
Monitoring- und Steuerungsmodell entwickelt, das es Unternehmen ermdglicht, den Wert von Com-
pliance messbar zu machen.

Auch hier stellte Mona Fahmy wieder eine kritische Frage: , Die meisten Schweizer Unternehmen sind
KMU. Diese haben nicht die gleichen Méglichkeiten wie Grossunternehmen — sind sie moglicherweise
Uberfordert, die Ergebnisse der Studie umzusetzen?“. Prof. Dr. Hunziker antwortete, dass die Studie
zeige, dass Compliance-Kompetenz nicht primar an die Grosse des Unternehmens oder an spezielle
Abteilungen gebunden ist, sondern systemisch verstanden werden muss. Entscheidend ist, dass Ma-
nagement und Mitarbeitende die Relevanz von Compliance fiir den Geschaftserfolg erkennen, eine
entsprechende Awareness entwickeln und Compliance als integralen Bestandteil der Unternehmens-
kultur verankern.




Interessanterweise hatten KMU hier oft sogar Vorteile: Compliance ist ndher am Tagesgeschaft, und
Entscheidungen werden direkt unter Einbezug von Compliance-Aspekten getroffen. Entscheider , ha-
ben Skin in the Game”, wodurch die Umsetzung von Compliance-Massnahmen unmittelbar und praxis-
nah erfolgt. Ressourcenknappheit oder kleinere Strukturen bedeuten nicht automatisch geringere
Wirksamkeit. Die Studie zeigte, dass gerade inhabergefiihrte Unternehmen durch diese direkte Einbin-
dung oft besonders effektive Compliance-Praktiken entwickeln kdnnen.

Die Ergebnisse verdeutlichen damit, dass die Umsetzung der Erkenntnisse nicht auf Grossunternehmen
beschrankt ist. KMU sind durchaus in der Lage, die Prinzipien der Studie erfolgreich in ihrer Organisa-
tion zu integrieren.

Drittes Inputreferat von Dr. Firas Nadim Habach, CFA «FinTechs im Spannungsfeld von Skalierbarkeit
und Nachhaltigkeit: Moderne Anséatze zur Bekdmpfung von Finanzkriminalitat»

Ausgangspunkt des Inputreferats von Dr. Habach war der enorme Skalierungsdruck, dem FinTechs aus-
gesetzt sind. Revolut verzeichnete in der Schweiz innerhalb kurzer Zeit ein starkes Wachstum und ex-
plodierende Nutzerzahlen. Dieses Wachstum stellt die Compliance-Funktion vor besondere Herausfor-
derungen: Traditionelle Verfahren klassischer Banken, etwa manuelle oder papierbasierte Prifpro-
zesse, sind mit solchen Volumina nicht vereinbar. FinTechs miissen daher auf moderne, skalierbare
technische Losungen setzen, ohne dabei an regulatorischer Sorgfalt einzubliissen.

Habach betonte, dass viele etablierte Banken technologisch noch immer mit veralteten Kernbanksys-
temen arbeiten, wahrend FinTechs deutlich schneller neue regulatorische Anforderungen integrieren
kdnnen. Gleichzeitig sei Technologie kein vollstandiger Ersatz fiir menschliche Expertise. Entscheidend
bleibe die Kombination aus leistungsfahigen Systemen, qualifizierten Fachpersonen und der Fahigkeit,
sich laufend anzupassen. Proaktivitat statt reiner Reaktion sei dabei ein zentrales Prinzip nachhaltiger
Compliance-Arbeit.

Im Bereich der Finanzkriminalitatsbekampfung eréffnen neue digitale Angebote zusatzliche Datenquel-
len, etwa durch die Nutzung von E-SIMs oder technischen Standortinformationen. Diese kénnen helfen,
die Plausibilitdt von Kundendaten zu priifen und verdachtige Aktivitaten friihzeitig zu erkennen.

Ein weiterer Fokus lag auf der steigenden Belastung der Meldestellen. Der Referent verwies auf deut-
liche Zuwachse bei Verdachtsmeldungen, nicht nur bei FinTechs, sondern branchenweit. Der wach-
sende Druck auf Aufsichtsbehdrden und Banken mache effiziente technische Lésungen unerlasslich.
Gleichzeitig zeige sich, dass manche der gréssten Betrugsfalle nicht aus dem FinTech-Bereich stamm-
ten, sondern aus traditionellen Institutionen, denen oftmals die Datenbasis fehle, um bestimmte Mus-
ter zu erkennen.

Abschliessend fasste Dr. Firas Habach zusammen, dass trotz fortschrittlicher Technologien menschliche
Urteilsfahigkeit unverzichtbar bleibt. Die besten Ergebnisse entstehen dort, wo Datenintelligenz, tech-
nische Skalierbarkeit und erfahrene Compliance-Teams zusammenwirken.

Viertes Inputreferat von Kaisa Karvonen «Hinweisen Gehor verschaffen: Wie KMU durch Whistleblo-
wing Compliance starken»

Kaisa Karvonen zeigte gelungen auf, welche zentrale Rolle Whistleblowing-Systeme fiir die Betrugsbe-
kdmpfung und die Starkung von Compliance spielen, insbesondere fiir kleine und mittlere Unterneh-
men. Die Referentin verfiigt Giber langjahrige Erfahrung im Bereich Forensic Accounting und der Unter-
suchung von Betrugs- und Falschungsfallen und brachte zahlreiche Erkenntnisse aus der Praxis ein.




Anhand zweier Fallbeispiele wurde deutlich, wie entscheidend funktionierende Hinweisgebersysteme
sind. Im ersten Fall bemerkte eine Mitarbeiterin Unregelmassigkeiten in einem Logistiklager. Obwohl
sie diese ihrem Vorgesetzten meldete, wurde das Problem ignoriert, und aus Angst vor Repressalien
sah sie von weiteren Schritten ab. Erst spater wurde klar, dass dem Unternehmen ein Schaden von
mehreren Millionen Franken entstanden war.

Ein zweites Beispiel aus dem offentlichen Sektor zeigte, wie fehlende Meldemoglichkeiten dazu fiihren
kénnen, dass Unregelmassigkeiten in Vergabeverfahren unentdeckt bleiben. Beide Falle verdeutlichen,
wie wichtig sichere und vertrauenswirdige Meldekanale sind.

Die Referentin erlauterte anschliessend, welche typischen Phasen ein Whistleblowing-Fall in Organisa-
tionen durchlauft, von der Meldung liber die Ersteinschatzung bis zur Untersuchung und anschliefSen-
den MaRRnahmen.

Besonders wichtig ist die Moglichkeit, Hinweise anonym abzugeben. Statistisch zeigt sich, dass zwar
Giber 90 Prozent der Mitarbeitenden Missstande melden mdéchten, tatsdchlich aber nur etwa die Halfte
dies tun. Die haufigsten Grinde fir unterlassene Meldungen sind die Angst vor Vergeltungsmassnah-
men sowie Zweifel daran, dass ihre Meldung tGiberhaupt zu Konsequenzen fihrt. Ein verlassliches, ano-
nymes System erhoht nachweislich die Anzahl und Qualitat der Hinweise.

Whistleblowing-Systeme sind unabhdngig von Unternehmensgrdsse oder Branche wirksam. Jede Or-
ganisation muss jedoch definieren, welche Arten von Meldungen aufgenommen werden sollen — ob
ausschliesslich Compliance- und Integritdtsthemen oder auch allgemeine Prozess- und Arbeitsplatzbe-
schwerden. Flir KMU bieten solche Systeme einen besonderen Mehrwert: Sie stellen eine kostengiins-
tige und sehr effektive interne Kontrolle dar, die auch Risiken adressiert, die sich sonst kaum {iberwa-
chen lassen, etwa das Uberschreiben von Kontrollen durch das Management. Whistleblowing ist damit
eines der starksten Instrumente zur Betrugspravention und ein zentrales Element moderner Compli-
ance-Strukturen.

Abschliessend betonte Kaisa Karvonen, dass funktionierende Hinweisgebersysteme entscheidend sind,
um Transparenz, Vertrauen und eine robuste Compliance-Kultur im Unternehmen zu férdern.

Flr einen Einblick in die Folien des Inputreferats von Kaisa Karvonen besuchen Sie unsere Webseite
icw-dach.com (Konferenzen > Konferenzen 2025 > 5. Konferenz Ziirich 05.11.2026 > Powerpoint-Pra-
sentation Kaisa Karvonen).

Paneldiskussion «Corporate Governance Herausforderungen 2026» mit Manuela Broz,
Prof. Dr. Thomas Berndt, Dr. Fabian Teichmann, moderiert von Patrick Wellens

Der Moderator Patrick Wellens warf zunachst die Frage auf, warum trotz umfangreicher Compliance-
Prozesse in vielen Unternehmen weiterhin gravierende Skandale auftreten. Manuela Broz fiihrte aus,
dass der entscheidende Faktor weniger im Regelwerk selbst liege, sondern in der gelebten Unterneh-
menskultur. Diese Kultur sei ein Spiegel dessen, was im Unternehmen tatsachlich akzeptiert werde und
damit Ausdruck der taglichen Entscheidungs- und Verhaltensmuster. Regeln allein reichten nicht aus,
betonte sie. , Kultur ist Integritdt in der Umsetzung”, und genau an dieser Umsetzung scheitere es hau-
fig. Zwar sei bekannt, was notwendig ware, doch unter realen Arbeitsbedingungen wie Zeitdruck, stan-
dige Unterbrechungen, hohe Erwartungen und vielfaltige Belastungen, fehle oft der Raum, um sich im
Team mit ethischen Fragen auseinanderzusetzen.

Im weiteren Verlauf wurde diskutiert, wie ,Tone from the Top“, Leitbilder und Codes of Conduct tat-
sachlich wirksam werden kdnnen. Es reiche nicht, Werte zu definieren, wenn beispielsweise keine an-
gemessenen Budgets bereitgestellt wiirden oder Fiihrungskrafte selbst kein Vorbild seien. Daher stellte
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sich die Frage nach konkreten Parametern, an denen eine funktionierende Kultur erkennbar sei. Broz
argumentierte, dass Appelle wie ,Vertrauenskultur schaffen” ins Leere liefen. Vertrauen entstehe nicht
durch Worte, sondern durch strukturelle Bedingungen. Menschen verhielten sich so, wie es der Kontext
nahelege, deshalb miisse dieser Kontext gestaltet werden. Kultur sei letztlich ,knallharte Strukturar-
beit” und funktioniere wie ein Betriebssystem des Unternehmens. Broz fiihrte die Stop-Kriterien ein:
Was im Unternehmen nicht bewusst gestoppt wird, setzt sich automatisch fort und oft mit gravierenden
Folgen. Stop-Kriterien sind deshalb ein zentrales Werkzeug, um Risiken zu vermeiden, kritisches Den-
ken zu fordern und eine Kultur zu schaffen, in der Mitarbeitende sich trauen, Verantwortung zu tber-
nehmen.

Als Beispiel fiir den Aufbau einer Speak-Up-Kultur nannte Manuela Broz, neuen Mitarbeitenden bereits
am ersten Tag die Aufgabe zu geben, Beobachtungen, inklusive kritischer Punkte, festzuhalten und
diese im Rahmen eines Gesprachs einzubringen. Speak-Up beginne dort, wo Mitarbeitende Verantwor-
tung tbernehmen dirfen und ihre Autonomie gestarkt werde. Dazu gehdre auch, dass Flihrungskrafte
Widerspruch aushalten konnten und ihn als Beitrag zur Leistungssteigerung verstiinden.

Broz schloss mit dem Hinweis, dass echte kulturelle Transformation arbeitsintensiv sei, sich jedoch als
Investition in die Zukunftsfahigkeit des Unternehmens lohne. Sie begleite Organisationen, die diesen
Weg einschlagen, und sehe dort, wie wirkungsvoll konsequente Strukturarbeit sein kbnne.

Zum Schluss stelle Patrick Wellens die Frage, wie Unternehmen die richtige Balance zwischen Struktu-
ren und Kontrollmechanismen sowie echter Eigenverantwortung der Mitarbeitenden finden, sodass
Compliance-Anforderungen erfiillt werden, aber auch die Mitarbeitenden motiviert bleiben, Probleme
selbst zu I6sen. Darauf antwortete Manuela Broz mit: «Menschen sind motiviert. Und wenn sie es nicht
mehr sind, hat man sie demotiviert.». In vielen Unternehmen kénnten Mitarbeitende ihre Autonomie
nicht leben, was zu Frustration und Leistungsverlust flihre. Sie verwies auf eine verbreitete Praxis in
ihren Kundenprojekten: Probleme sollten stets dort gelost werden, wo sie entstehen, denn dort liege
die entsprechende Kompetenz. Es sei wenig sinnvoll, dass sich das Top-Management mit operativen
Detailproblemen befasse, die es weder kenne noch fachlich beurteilen kénne. Hinter solchen Fehlallo-
kationen stiinden oft Machtthemen.

Im weiteren Verlauf des Panels wurde die Rolle von Kiinstlicher Intelligenz (KI), Corporate Governance
und den damit verbundenen Anforderungen an Vorstande und Verwaltungsrate diskutiert. Ausgangs-
punkt war die Frage, wie Unternehmen sicherstellen kdnnen, dass KI-Anwendungen verantwortungs-
voll genutzt werden und wie sich dies auf Kultur, Risiko und Fiihrung auswirkt.

Dr. Fabian Teichmann betonte zundchst, dass die theoretische Debatte haufig sehr abstrakt gefiihrt
werde, mit Begriffen wie ,Transparenz”, ,Blackbox-Vermeidung” oder umfassenden Regulierungsmo-
dellen. In der Praxis seien die Herausforderungen jedoch oftmals viel einfacher: Organisationen miss-
ten lernen, den Umgang mit neuen Technologien konsequent zu schulen. Der jlingste Fall einer Kl-ge-
nerierten CEO-Stimme, die Mitarbeitende zur Uberweisung hoher Betrige verleitet hatte, sei weniger

ein technologisches, sondern vor allem ein Schulungsdefizit.

Vorstande und Verwaltungsrate mussten sich daher eine zentrale Frage stellen: Haben wir im obersten
Entscheidungsgremium tGberhaupt die Expertise, diese Technologien zu verstehen und zu Giberwachen?
Wenn dies nicht der Fall sei, misse gezielt Know-how hinzugezogen oder in den Verwaltungsrat inte-
griert werden.

Teichmann verwies auf die zunehmende Regulierungsdichte. Diese Themen seien hochkomplex und
erforderten Personen, die sowohl juristisch als auch technisch denken kénnten. Allein auf Techniker zu
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setzen, sei ebenso unzureichend wie ein rein juristischer Blick. Erst die Kombination beider Perspekti-
ven ermogliche verantwortungsvolle Steuerung.

Ein weiteres Thema war die Cybersecurity, insbesondere in komplexen Lieferketten mit hunderten oder
tausenden Zulieferern. Flihrungsgremien sollten sich mit der Frage befassen: Wie wiirden wir unser
eigenes Unternehmen angreifen, wenn wir Hacker waren? Diese Perspektive scharfe das Bewusstsein
fiir reale Schwachstellen, auch jenseits der (iblichen Testverfahren. Viele Firmen, die sich selbst nicht
als typische Angriffsziele betrachteten, beispielsweise Steuerberater, Wirtschaftsprifer, Buchhaltungs-
oder Anwaltskanzleien, seien in Wahrheit besonders exponiert: wertvolle Daten, vergleichsweise ge-
ringe IT-Budgets und hohe Abhangigkeit von Vertraulichkeit machten sie attraktiv fir Angreifer. Teich-
mann schilderte ein Beispiel aus der Praxis: Bei kleinen und mittleren Unternehmen kénne es vorkom-
men, dass ein Angreifer alle Daten verschlissele, ein Losegeld fordere und gleichzeitig (iber Backups
verflige. Die Drohung, sensible Daten schrittweise zu veroffentlichen, kénne innerhalb weniger Tage
existenzielle Krisen ausldsen.

Gerade deshalb sei es entscheidend, dass Unternehmen, grosse wie kleine, ihre Cyberstrategie Gber-
denken, Szenarien realistisch durchspielen und sowohl technische als auch organisatorische Schutzme-
chanismen starken.

Der dritte Panelist Prof. Dr. Thomas Berndt verwies auf das weit verbreitete Modell der Three Lines of
Defense, das in der Vergangenheit zwar wertvolle Dienste geleistet habe, aber zugleich ein ausgeprag-
tes Silodenken beglinstigt habe. Dieses fiihre zu organisatorischen Fehlallokationen: Jede Linie arbeite
mit eigenen Tools, eigenen Prozessen und eigenen Prioritdten, wodurch Schnittstellenprobleme, Koor-
dinationsaufwand und Effizienzverluste entstiinden. Gerade aus Governance-Perspektive seien solche
Fragmentierungen problematisch. Deshalb gewinnen integrierte Ansdtze zunehmend an Bedeutung.
Der genaue Begriff sei dabei unerheblich; entscheidend sei das Prinzip eines koordinierten Vorgehens
entlang einer gemeinsamen Risikobereitschaft des Unternehmens. Warum dieser Wandel gerade jetzt
so wichtig ist, erlauterte der Panelist anhand aktueller Risikobewertungen. Globale Risiko-Reports, da-
runter auch bekannte Wirtschafts-Surveys, zeigten ein verandertes Bild: Unter den Top-Risiken befan-
den sich nicht mehr primar finanzielle Themen, sondern Misinformation und Disinformation, extreme
Wetterereignisse und geopolitische Konflikte. Diese Veranderungen stellten die Frage, ob Governance-
und Assurance-Systeme, die stark auf finanzielle Kennzahlen ausgerichtet sind, heutigen Realitdten
noch gerecht werden.

Parallel dazu habe sich die ,,Risk Landscape” deutlich beschleunigt und sei wesentlich volatiler gewor-
den. Viele Mitglieder der heutigen Managementebenen hatten ihre berufliche Sozialisation in ver-
gleichsweise stabilen Zeiten erlebt, eine Herausforderung, wenn heute Investitionsentscheidungen mit
30-jahrigen Amortisationshorizonten unter Bedingungen permanenter Unsicherheit getroffen werden
mussten. Governance-Anforderungen hatten sich entsprechend grundlegend gewandelt.

Auf die Frage, wie Unternehmen angesichts dieser Dynamik praktikable Steuerungsmechanismen ge-
stalten kénnen, verwies der Panelist auf zwei pragmatische Kernaspekte:

1. Der Mismatch zwischen kurzfristigen Entscheidungen und langfristigen Wirkungen

Viele Massnahmen, wie ESG-relevante Investitionen oder Transformationsprojekte, erzeugen kurzfris-
tig Kosten, entfalten ihre positiven Effekte aber erst nach 15 bis 20 Jahren. Dies erschwert Governance-
Entscheidungen und erzeugt Reibungen innerhalb der Organisation.

2. Unterschiedliche Daten- und Reportinggrundlagen
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Ein wesentlicher Teil des Problems liege darin, dass verschiedene Bereiche mit unterschiedlichen Da-
ten, Kennzahlen und Reporting-Logiken arbeiten. Externes Rechnungswesen, internes Rechnungswe-
sen, Compliance, ESG, Risk Management oder Finance lieferten jeweils eigene Reports. Dies fiihre zu
widerspriichlichen Argumentationslinien und Konflikten in der Unternehmenssteuerung.

Der Panelist pladierte daher fiir eine einheitliche Datenbasis und integrierte Dashboards, auf deren
Grundlage alle Funktionen entscheiden kénnen. Erst durch ein solches gemeinsames Fundament
werde ein wirklich integriertes Governance- und Assuranceverstandnis moglich. Grosse Wirtschafts-
prifungsgesellschaften wiirden diesen Ansatz bereits propagieren; er sei jedoch noch langst nicht iber-
all etabliert.

Interview mit Tobias Gurtner «Compliance neu denken im Kl-Zeitalter —Tobias Gurtner {iber Cybersi-
cherheit und globale Lieferketten» moderiert von Prof. Dr. Patrick Krauskopf

Patrick Krauskopf stieg mit der Opening Question zum Thema Governance im Zeitalter intelligenter
Systeme ein. Tobias Gurtner stellte fest, dass Kiinstliche Intelligenz unternehmerische Entscheidungen
grundlegend verandert. Genau deshalb darf sie nicht als technisches Experiment behandelt werden,
sondern muss auf Ebene des Verwaltungsrats verankert sein. Kl ist ein Governance-Thema. Entschei-
dend sind klare Verantwortlichkeiten, Transparenz tiber Daten und Modelle sowie Nachvollziehbar-
keit durch Dokumentation und Tests. Wird Kl zur Blackbox, verliert das Unternehmen die Kontrolle
liber Risiken, Reputation und Handlungsfahigkeit. Statt auf detaillierte Regulierung zu warten, sollten
Unternehmen eigene Leitplanken setzen: saubere Daten, klar definierte Anwendungsfalle, struktu-
rierte Freigabeprozesse und einen risikobasierten Ansatz. Der Einstieg sollte dort erfolgen, wo der
Nutzen hoch und das Schadenspotenzial Gberschaubar ist. Regulierung wirkt dabei nicht als Bremse,
sondern als Vertrauensanker fiir nachhaltige Innovation.

Eng verknipft mit Kl ist die Cybersicherheit. Tobias Gurtner sagt, Cyber- und Datenrisiken gehoren aus
der IT-Ecke heraus und missen als Business-Continuity-Thema gefiihrt werden. Ein integriertes Risiko-
bild, das IT-, Lieferketten- und Reputationsrisiken zusammenfihrt, schafft Transparenz und ermdglicht
gezielte Steuerung. Wer Cyber nur als Kostenfaktor sieht, zahlt spater, operativ wie finanziell. Flr den
Verwaltungsrat bedeutet das neue Anforderungen: Mindestens ein Mitglied sollte lber fundierte Cy-
ber- und Datenkompetenz verfiigen. Klare Strukturen, definierte Eskalationswege und regelmassige
Krisenlibungen starken die Aufsicht. Aufgabe des VR ist nicht die Umsetzung, sondern die wirksame
Steuerung durch Fragen, Verantwortlichkeiten und messbare Kennzahlen.

Bei der Frage danach, wo Kl den grossten Mehrwert in Compliance schafft und wo sie an ihre Grenzen
gelangt, antwortet Gurtner, dass Kl grossen Mehrwert dort schafft, wo Informationsflut zum Risiko
wird, wie bei Sanktions-, Medien- oder Risiko-Screenings. Klare Grenzen sind nétig bei schlechter Da-
tenqualitat, unklarer Verantwortung oder hochwirksamen Entscheidungen ohne menschliche Kon-
trolle. Denn Kl beschleunigt nicht nur gute Prozesse, sondern auch Fehler.

Tobias Gurtners Fazit ist klar: Die Zukunft bietet Chancen fiir jene Unternehmen, die Innovation mit
Verantwortung verbinden. Wer heute Governance, Sicherheit und Transparenz ernst nimmt, baut
Vertrauen und Resilienz auf. Wer zogert, Gberldsst anderen die Kontrolle (iber Daten, Risiken und die
eigene Zukunft.

Abschluss der Konferenz

Zum Abschluss der Konferenz dankte Prof. Dr. Patrick Krauskopf allen Referentinnen, Referenten und
Teilnehmenden fir ihren engagierten Beitrag und den offenen fachlichen Austausch. Die lebendigen
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Diskussionen, Perspektiven und Fragen aus dem Publikum haben die Bedeutung des Themas ein-
drucksvoll unterstrichen.

Mit dem Hinweis auf die 8. Konferenz des ICW in Ziirich am 4. November 2026, die gewonnenen Im-
pulse in die eigene Praxis mitzunehmen, wurde die Veranstaltung offiziell beendet. Die Teilnehmen-
den verabschiedeten sich in kollegialer Atmosphare, mit wertvollen Kontakten, neuen Denkanstdssen
und dem gemeinsamen Bewusstsein, dass Compliance weiterhin ein zentraler Bestandteil verantwor-
tungsvoller Unternehmensfihrung bleibt.

Autorin: Hannah Wenger
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